**ANNEXURE A: ONLINE COURSE ACCREDITATION**

**Notes:**

1. Bidder must complete the form electronically by marking with X to indicate the category and courses they are bidding for. Please do not submit a form which has been completed by hand. After electronically completing the form, it must be printed and submitted with all other required documents.

# Bidder must indicate the category they are bidding for as per section 9 of RFP document. The template below must be completed for each course that the bidder is accredited to offer.

# Bidder must attach a course brochure for each category bidding for.

# Non-completion may render bidder submission as non-responsive.

1. SARS reserves the right to request additional information and/or supporting documents from bidders in order to validate the disclosed information on this application form.

| **NO.** | **CATEGORY** | **ACCREDITATION**  **(MARK WITH X)** |
| --- | --- | --- |
| **1** | **CATEGORY A: MICROSOFT COURSES** |  |
| **1.1** | **Microsoft Certified Solutions Expert (MCSE):** |  |
|  | Data Management and Analytics |  |
| **1.2** | **Microsoft Certified Solutions Developer (MCSD)** |  |
|  | MCSD App Builder |  |
| **1.3** | **Microsoft Certified Solutions Associate (MCSA)** |  |
|  | Business Intelligence (BI) Reporting |  |
| SQL 2016 Business Intelligence (BI) Development |  |
| SQL 2016 Database Administration |  |
| SQL 2016 Database Development |  |
| SQL Server 2012/2014 |  |
| **1.4** | **Microsoft Technology Associate (MTA)** |  |
|  | Software Development Fundamentals |  |
| HTML5 Application Development Fundamentals |  |
| **2** | **CATEGORY B: INFORMATION TECHNOLOGY INFRASTRUCTURE LIBRARY (ITIL)** |  |
|  | Foundation |  |
| Managing Professional |  |
| Strategic Leader |  |
| Master |  |
| **3** | **CATEGORY C: COMPUTING TECHNOLOGY INDUSTRY ASSOCIATION (COMPTIA)** |  |
| **3.1** | **Core;** |  |
|  | CompTIA IT Fundamentals |  |
| CompTIA A+ |  |
| CompTIA Network+ |  |
| CompTIA Security+ |  |
| **3.2** | **Infrastructure;** |  |
|  | CompTIA Cloud+ |  |
| CompTIA Linux+ |  |
| CompTIA Server+ |  |
| **3.3** | **Cybersecurity; and** |  |
|  | CompTIA CySA+ |  |
| CASP+ |  |
| CompTIA PenTest+ |  |
| **3.4** | Additional Professional () |  |
|  | CompTIA Project+; |  |
| CompTIA CTT+; and |  |
| CompTIA Cloud Essentials |  |
| **4** | **CATEGORY D: IBM COURSES** |  |
|  | IBM Tivoli Netcool OMNIbus 8.1 Installation and Configuration |  |
| IBM Tivoli Monitoring for Tivoli Netcool/OMNIbus Agent Version 8.1 |  |
| B2BI Integration |  |
| B2B Administration |  |
| i2 iBase Designer |  |
| Accelerate, Secure and Integrate with IBM DataPower V7.1 |  |
| WAS Administration |  |
| Technical Introduction to IBM DataPower Gateway Appliance V7.5.0 |  |
| DB2 Fundamentals |  |
| Essentials of Service Development for IBM DataPower v7.5 |  |
| Supporting REST and JOSE in IBM DataPower Gateway V7.5 |  |
| Web Service Support in IBM DataPower Gateway V7.5 |  |
| OS X Support & Server |  |
| JOSE and JOSE support in IBM DataPower V7.2 |  |
| IBM Sterling Connect Direct |  |
| TCP/IP Fundamentals |  |
| Power Systems for AIX I : LPAR Configuration and Planning |  |
| Power Systems for AIX II : AIX Implementation and Administration |  |
| IBM Spectrum Protect Plus 10.1.2 - Implementation and Administration |  |
| SAN Volume Controller (SVC) Planning and Implementation |  |
| IBM DS8000 Implementation Workshop for Open Systems |  |
| IBM DS8000 Implementation Workshop for z Systems (Course) |  |
| IBM Storage Area Networking Fundamentals |  |
| **5** | **CATEGORY E: INTERNATIONAL SOFTWARE TESTING QUALIFICATIONS BOARD (ISTQB)** |  |
| **5.1** | **Core** |  |
|  | Foundation Level |  |
|  | Advanced Level |  |
|  | Expert Level |  |
| **5.2** | **Specialist** |  |
|  | Foundation Level |  |
|  | Model-Based Tester Extension |  |
|  | Automotive Software Tester |  |
| **5.3** | **Advanced Level** |  |
|  | Test Automation Engineer |  |
|  | Security tester |  |
| **5.4** | **Agile** |  |
|  | [Agile Tester](https://www.istqb.org/certification-path-root/agile-tester-extension.html) |  |
| **6** | **CATEGORY F: ISO FOR INFORMATION SECURITY MANAGEMENT** |  |
|  | ISO 27001:2013 Lead Auditor |  |
| ISO 27001 Lead Implementer |  |
| ISO 27032 Lead Cybersecurity Manager |  |
| ISO/IEC 27005 Information Security Risk Management |  |
| **7** | **CATEGORY G: COBIT** |  |
|  | Cobit Foundation |  |
| Cobit Implementation |  |
| Cobit Assessor Exam |  |
| **8** | **CATEGORY H: TOGAF** |  |
|  | Level 1: TOGAF 9 Foundation |  |
| Level 2: TOGAF 9 Certified |  |
| Level 1 and 2 Combined: TOGAF 9 |  |
| **9** | **CATEGORY I: EC-COUNCIL** |  |
|  | Certified Network Defender |  |
| Certified Ethical Hacker (Core, advanced and expert) |  |
| Certified Threat Intelligence Analyst (C|TIA) |  |
| Certified Incident Handler |  |
| Certified Chief Information Security Officer |  |
| Computer Hacking Forensic Investigator Certification |  |
| **10** | **CATEGORY J: CISCO COURSES** |  |
|  | Entry |  |
| Associate |  |
| Professional |  |
| Expert |  |
| Architect |  |
| **11** | **CATEGORY K: ISO FOR BUSINESS CONTINUITY MANAGEMENT (BCM)** |  |
|  | ISO 22301 Business Continuity Management Requirement/Introduction |  |
| ISO 22301 Business Continuity Management Implementation |  |
| ISO 22301 Business Continuity Management Internal Auditor |  |
| ISO 22301 Business Continuity Management Lead Implementer |  |
| IRCA Certified ISO 22301 Business Continuity Management Lead Auditor |  |
| Business Continuity Plans (BCP) Principles and Practices |  |
| Business Impact Analysis (BIA) Training Course |  |